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* * * First Change * * * *
[bookmark: _Toc155274486][bookmark: _Toc155273417]5.3.2.1	General functionalities
An MSGin5G Server provides server-side functionality to assist MSGin5G Clients with the sending and receiving of messages via the MSGin5G Service to/from Application Servers and/or other MSGin5G Service endpoints on other UEs, and collect charging information from MSGin5G message.
Functionalities of MSGin5G Server:
-	To manage MSGin5G UEs that are home to the MSGin5G Server and provides:
 -	handling the registration of these MSGin5G UEs
-	handling the message initiation by these MSGin5G UEs
-	handling the message delivery to these MSGin5G UEs
-	To deliver messages to an MSGin5G Service endpoint based on the terminating MSGin5G Service ID. The terminating MSGin5G Service ID may be served by the same MSGin5G Server or served by another MSGin5G Server. If the MSGin5G Service ID is served by another MSGin5G Server, the MSGin5G Server forwards the messages to the next MSGin5G Server until it reaches to the MSGin5G Server that is the home of the terminating MSGin5G Service ID;
-	To resolve the MSGin5G Group Service ID to determine the members of the Group as specified in 3GPP TS 23.434[5];
-	Interworking with non 3GPP messaging service through the Non-3GPP Message Gateway;
-	Interworking with legacy 3GPP messaging service through the Legacy 3GPP Message Gateway;
-	Interworking with a 3GPP broadcast service through the Broadcast Message Gateway;
-	Exchanging MSGin5G messages with Application Servers, MSGin5G Clients, Legacy 3GPP Message Gateway, and Non-3GPP Message Gateway; 
-	Supporting MSGin5G message segmentation according to service provider's policy;
-	Supporting UE configuration procedures as specified in TS 23.434 [5] or communicating with the SEAL Configuration Management Server to provide MSGin5G configuration data on a UE to be ready for the MSGin5G Service; 
-	Managing information related to the MSGin5G Service, such as MSGin5G Client Triggering Information, MSGin5G Client availability and MSGin5G Client Supported Maximum MSGin5G segment size, and Broadcast Message Gateway;
-	Support store and forward of messages based on the sender request and the availability and reachability of the service endpoints, and
-	Interactions towards the CHF, as defined in TS 32.240 [17], to collect charging information from MSGin5G message according to the operator's charging policy and report charging information to CHF.
NOTE:	The details of charging function are out of scope of the present document.


* * * Next Change * * * *
[bookmark: _Toc155274543]8.2.1	MSGin5G UE Registration
The signalling flow for MSGin5G UE registration is illustrated in figure 8.2.1-1. The procedure assumes that the MSGin5G UE is responsible for initiating registration to the MSGin5G Server in order to establish association with the MSGin5G Server to receive MSGin5G Services.
Pre-conditions:
1.	The MSGin5G UE has connected to the serving network successfully.
2.	The MSGin5G UE has successfully completed the Configuration procedure; alternatively, a UE Service ID and the MSGin5G Server address have been pre-configured on the MSGin5G UE.
3.	Both the MSGin5G UE and MSGin5G Server have been configured with the necessary credentials to enable authenticating one another.


Figure 8.2.1-1: MSGin5G Client registration
1.	The MSGin5G UE sends an MSGin5G UE registration request to the MSGin5G Server. The request includes the UE Service ID and may include the MSGin5G Client Profile and Requested expiration time as detailed in Table 8.2.1-1.
Table 8.2.1-1: MSGin5G UE registration request
	Information element
	Status
	Description

	UE Service ID
	M
	UE service identifier assigned to the requesting MSGin5G UE.

	MSGin5G Client Profile
	O
	Set of parameters describing the MSGin5G Client

	>MSGin5G Client Triggering Information
	O
	UE Identifier (i.e., MSISDN, external ID), port number(s) and associated protocol (e.g., SMS, NIDD, etc.) for device triggering. See Table 8.2.1‑2. The MSGin5G Server uses the information in step 5 of clause 8.9.3.2.

	>MSGin5G Client Communication Availability
	O
	Communication availability information for the MSGin5G Client to receive MSGin5G messages. This IE informs the MSGin5G Server if the client has a specific application-level schedule/periodicity to its MSGin5G communications. See Table 8.2.1-3.

	> MSGin5G Client Supported Maximum MSGin5G segment size
	O
	The maximum payload size of the Maximum MSGin5G segment sizemessage can be used by the MSGin5G Server to deliver message to theis MSGin5G Cclient served by it in its MSGin5G service domain. The MSGin5G message sent to theis MSGin5G Client should be segmented by the MSGin5G Server serves the receiver if the payload size of the message size is bigger than the MSGin5G Client Supported Maximum MSGin5G segment sizethis IE as specified in clause 8.5.
The value of this IE is decided by the MSGin5G Client, and is depended on the MSGin5G Client capabilities, e.g. supported transport, computing capability or application processing time limitation.
If this IE is not included, the MSGin5G Server shall use the pre-configured global value (default value is 2048 bytes) within the MSGin5G service domain.

	Requested expiration time
	O
	Requested expiration time for the registration.



Table 8.2.1-2: MSGin5G Client Triggering Information
	Information element
	Status
	Description

	MSGin5G UE ID
	M
	Identity of the UE hosting the MSGin5G Client (e.g., the External Identifier defined in TS 23.682 [8], or an MSISDN)

	MSGin5G Client Ports
	M
	List of port numbers that the MSGin5G Client listens on for device triggers from the MSGin5G Server. Also included with each port number is an associated protocol (e.g., SMS, NIDD, etc.).



Table 8.2.1-3: MSGin5G Client Communication Availability
	Information element
	Status
	Description

	Scheduled communication time
	M
	Time when the UE becomes available for communication. 

	Communication duration time
	M
	Duration time of periodic communication. 

	Periodic communication indicator
	O
	Identifies whether the client communicates periodically or not, e.g., on demand.

	Periodic communication interval 
	O
	Interval Time of periodic communication. This IE is mandatory if the Periodic communication indicator indicates periodic communications.

	Data size indication
	O
	Indicates the expected data size to be exchanged during the communication duration.

	Store and forward option
	O
	Indicates opting out of store and forward services for incoming MSGin5G requests. The MSGin5G Server uses the information to determine whether Store and Forward procedure applies as specified in clause 8.3.6.



2.	Upon receiving the request, the MSGin5G Server initiates authentication procedures with the MSGin5G Client and authorizes the MSGin5G Client. If the registration is successful, the MSGin5G Server stores the UE Service ID and associated MSGin5G Client Profile. The UE Service ID and associated MSGin5G Client Profile should be maintained on the MSGin5G Server until one of the following cases applies:
a)	the MSGin5G UE de-registers from the MSGin5G Server as specified in clause 8.2.2;
b)	the MSGin5G UE re-registered successfully with a different MSGin5G Client Profile; In this case, the MSGin5G Server shall store the UE Service ID and associated new MSGin5G Client Profile;
c)	the MSGin5G UE registration is expired; or
d)	the MSGin5G Server deletes the MSGin5G UE registration as required by the service provider.
NOTE:	The authentication procedures in step 2 are built on top of the transport layer mechanism specified in Annex Y.2 of 3GPP TS 33.501 [16].
3.	The MSGin5G Server sends an MSGin5G UE registration response to the MSGin5G UE. The response includes the information elements as detailed in Table 8.2.1-4. The registration expiration time may be returned either as provided by the MSGin5G client in the registration request or determined by the MSGin5G Server based on local policy.
Table 8.2.1-4: MSGin5G UE registration response
	Information element
	Status
	Description

	UE Service ID
	M
	UE service identifier of the requesting MSGin5G UE.

	Registration result
	M
	Indication if the registration is success or failure

	Registration expiration time
(see NOTE 1)
	O
	Indicates the expiration time of the registration.

	Failure Cause (see NOTE 2)
	O
	The reason for failure

	NOTE 1:	This IE shall only be present when the Registration is Success.
NOTE 2:	This IE shall only be present when the Registration result is Failure.



* * * Next Change * * * *
[bookmark: _Toc155274567]8.5.1	General
This clause introduces MSGin5G message segmentation and reassembly functionality to the MSGin5G Service.
Segmentation and reassembly operations are performed by the MSGin5G Server, or by the MSGin5G Client, or by the Message Gateway, depending on the communication models. For Application-to-Point use case, the MSGin5G Server performs MSGin5G message segmentation while the MSGin5G Client performs MSGin5G message reassembly. For Point-to-Application use case, the MSGin5G Client performs MSGin5G message segmentation while the MSGin5G Server performs MSGin5G message reassembly. For the Point-to-Point use case the MSGin5G Client performs both the segmentation and the reassembly.
The Message Gateway performs segmentation and reassembly if the sender or the recipient is a non-MSGin5G UE.
The Aggregated message request should not be segmented. If aggregated message is sent to a recipient whose supported message segment size is smaller than the payload of aggregated message, the MSGin5G Server should handle the Aggregated message as specified in clause 8.4.2.
The maximum segmentation size of the payload of MSGin5G message is 2048 bytes and can be configurable. The supported maximum segment size for an MSGin5G UE may be provided in the MSGin5G UE registration request.
[bookmark: _Toc155274568]8.5.2	Application-to-Point Segmentation and Reassembly
Figure 8.5.2-1 shows the MSGin5G message segmentation and reassembly procedure for Application-to-Point MSGin5G message use cases (e.g. AOMT). 
NOTE 1:	Segmentation can also be done by the Application Server, in this case the Application Server will create a segmented message and send it as a regular MSGin5G message. In this case it is implementation specific and out of the scope of the current specification.
Pre-conditions:
1.	A UE hosts an MSGin5G Client and an Application Client. 
2.	The MSGin5G Client has registered with the MSGin5G Server.
3.	An Application Server needs to deliver application data to the Application Client on the UE and the size of the application data exceeds the maximum allowed packet size (e.g. due to limitation by the UE's access network transport).
4.	Both the Application Server and the MSGin5G UE are hosted by the same MSGin5G Server.



Figure 8.5.2-1: Application-to-Point MSGin5G Message Segmentation and Reassembly
1.	An Application Server sends a message to an MSGin5G Server that targets an Application Client on a UE. 
2.	The MSGin5G Server compares the size of the payload of the received message to the Supported MSGin5G segment sizemaximum allowed packet size that is supported for message delivery to of the targeted UE and detects that the size exceeds the limit. As a result, the MSGin5G Sever segments the received message into a set of segmented messages. Within each segmented message, the information elements defined in Table 8.3.3-1 are included to enable the MSGin5G Client on the targeted UE to reassemble the segmented messages, with following clarifications. 
a)	The MSGin5G message request includes following information elements from Table 8.3.3-1: 
i)	Originating AS Service ID, Recipient UE Service ID, Message ID, Segmentation Set Identifier and Message segment number in each segmented message
ii)	Delivery status required and Total number of message segments, only if it is the first segment of the message
iii)	Last Segment Flag, only if it is the last segment of the message.
3.	The MSGin5G Server sends each segmented message to the targeted UE. If any segment is not received within the expected time (based on configuration) then proceed to step 4.
4.	If MSGin5G Client has received all segments (determined based on First segment and Last Segment), the MSGin5G Client reassembles all the segmented messages into a single MSGin5G message based on the information elements mentioned in step 2. If not all segments are received within expected time, then the MSGin5G Client recovers the segments as described in clause 8.5.6 MSGin5G message segment recovery procedure, before continuing with rest of the steps. 
NOTE 2:	When no further segments are received within expected time and if both first segment and last segment are missing, recovery can be initiated as described in clause 8.5.6 MSGin5G message segment recovery procedure for recovering the first segment and then for remaining segments.
5.	The MSGin5G Client sends Message received confirmation request to the MSGin5G Server. The information elements defined in Table 8.5.2-2 are included in the request. The result information element will contain "success" if the reassembly of the segments is success. Otherwise, the result information element will contain "failure". 
Table 8.5.2-2: Message Received Confirmation Request Information Elements 
	Information element
	Status
	Description

	Segmentation Set Identifier
	M
	The Segmentation Set Identifier as received in segments.

	Result
	M
	Indicates the "success" or "failure"



6.	If reassembly of segments is successful, the MSGin5G Client delivers the contents of the MSGin5G message to the targeted Application Client. If MSGin5G Client has not received all messages (even after recovery procedure) or reassembly of segments failed for any reason (e.g. corrupt data) then the MSGin5G Client will notify receiving of a failed message to the Application Client.
[bookmark: _Toc155274569]8.5.3	Point-to-Application Message Segmentation and Reassembly
Figure 8.5.3-1 shows the MSGin5G message segmentation and reassembly procedure for Point-to-Application MSGin5G message use cases (e.g. MOAT).
Pre-conditions:
1.	A UE hosts an MSGin5G Client and an Application Client.
2.	The MSGin5G Client registered with the MSGin5G Server.
3.	An Application Client on the UE needs to deliver application data to an Application Server and the size of the application data exceeds the maximum allowed packet size (e.g. due to limitation by the UE's access network transport).
4.	Both the Application Server and the MSGin5G UE are hosted by the same MSGin5G Server.

 
Figure 8.5.3-1: Point-to-Application MSGin5G Message Segmentation and Reassembly
1.	An Application Client on a UE sends a message to an MSGin5G Client that targets an Application Server and that has a size that exceeds the maximum allowed packet size.
2.	The MSGin5G Client compares the size of the payload of the received message to theits  Supported MSGin5G segment sizemaximum allowed packet size that is supported  for message delivery to the MSGin5G Server and detects that the size exceeds the limit. As a result, the MSGin5G Client segments the received message into a set of segmented messages such that each segmented message can fit within the Supported MSGin5G segment sizemaximum allowed packet size. Within each segmented message, the information elements defined in Table 8.3.2-1 are included to enable the MSGin5G Server to reassemble the segmented messages, with following clarifications. 
a)	The MSGin5G message request includes following information elements from Table 8.3.2-1: 
i)	Originating UE Service ID, Recipient AS Service ID, Message ID, Segmentation set identifier and Message segment number in each segmented message
ii)	Delivery status required and Total number of message segments, only if it is the first segment of the message
iii)	Last segment flag, only if it is the last segment of the message.
3.	The MSGin5G Client sends each segmented message to the MSGin5G Server. If any segment is not received within the expected time (based on configuration) then proceed to step 4.
4.	If MSGin5G Server has received all segments (determined based on first segment and last Segment), the MSGin5G Server reassembles all the segmented messages into a single MSGin5G message based on the information elements mentioned in step 2. If not all segments are received within expected time, then the MSGin5G Server recovers the segments as described in clause 8.5.6 MSGin5G message segment recovery procedure, before continuing with rest of the steps.
NOTE 1:	When no further segments are received within expected time and if both first segment and last segment are missing, recovery can be initiated as described in clause 8.5.6 MSGin5G message segment recovery procedure for recovering the first segment and then for remaining segments.
5.	The MSGin5G Server sends a Message received confirmation to the MSGin5G Client. The information elements defined in Table 8.3.2-3 are included in the request. 
6.	If reassembly of segments is successful, the MSGin5G Server delivers the contents of the MSGin5G message to the targeted Application Server. If MSGin5G Server has not received all messages (even after recovery procedure) or reassembly of segments failed for any reason (e.g. corrupt data) then the MSGin5G Server will notify receiving of a failed message to the Application Server.
[bookmark: _Toc155274570]8.5.4	Point-to-Point Message Segmentation and Reassembly
Figure 8.5.4-1 shows the MSGin5G message segmentation and reassembly procedure for Point-to-Point MSGin5G message use cases (e.g. MOMT). 
If the recipient UE is a non-MSGin5G UE, the reassembly is performed by the Message Gateway.
This procedure assumes that a UE is only aware of the maximum payload size of the delivery mechanism it is currently using, and it is not aware of the maximum payload size of the recipient UE.
Pre-conditions:
1.	Both UEs host an MSGin5G Client and an Application Client.
2.	The MSGin5G Clients registered with the MSGin5G Server.
3.	An Application Client on the UE needs to deliver application data to an Application Client on another UE and the size of the application data exceeds the allowed maximum packet size (e.g. due to limitation by the UE's access network transport).
4.	Both the sending and the receiving MSGin5G UE are hosted by the same MSGin5G Server.


 
Figure 8.5.4-1: Point-to-Point MSGin5G Message Segmentation and Reassembly
1.	An Application Client on UE 1 sends a message to MSGin5G Client 1 that targets Application Client on UE 2.
2.	The MSGin5G Client 1 compares the size of payload of the received message to the maximum allowed packet size that is supportedits Supported MSGin5G segment size for message delivery to the MSGin5G Server and detects that the size exceeds the limit of the originating UE. As a result, the MSGin5G Client segments the received message into a set of segmented messages such that each segmented message can fit within the Supported MSGin5G segment sizemaximum allowed packet size. 
	The MSGin5G message request includes following information elements from Table 8.3.2-1: 
i)	Originating UE Service ID, Recipient UE Service ID, Message ID, Segmentation set identifier and Message segment number in each segmented message
ii)	Delivery status required and Total number of message segments, only if it is the first segment of the message
iii)	Last segment flag, only if it is the last segment of the message.
3.	The MSGin5G Client 1 sends each segmented message to the MSGin5G Server. If any segment is not received within the expected time (based on configuration) then proceed to step 5.
4.	The MSGin5G Server checks if each segment does not exceed the configured maximum packet size of the targeted UE. If the maximum packet size is not exceeded, then the MSGin5G Server proceeds with step 6. 
If the maximum packet size is exceeded, the MSGin5G Server performs the following operations:
a)	If all segments are received within expected time, then the MSGin5G Server reassembles subsequent segmented messages into a single MSGin5G message until the Last segment flag indication is received. The re-assembled message is then segmented such that each segment is smaller than the maximum allowed packet size of the targeted UE. Within each segmented message, the information elements as mentioned in step 2 are included to enable reassembly at the target, then proceed with step 6.
b)	If not all segments are received within expected time, then the MSGin5G Server acts as Message Receiver to recover the segments as described in clause 8.5.6 MSGin5G message segment recovery procedure, before continuing with rest of the steps. If all segments are received after recovery procedure, then the MSGin5G Server skips to step 4-a, otherwise proceed to step 5.
5.	The MSGin5G Server sends Message received confirmation to the MSGin5G Client 1. The information elements defined in Table 8.3.2-3 are included in the request. If the Result information element is "failure" further steps are not executed.
6.	The MSGin5G Server sends each segmented message to the MSGin5G Client 2. If any segment as a separate message is not received within the expected time (based on configuration) then proceed to step 8.
7.	The MSGin5G Client 2 reassembles all the segmented messages into a single MSGin5G message based on the information elements defined mentioned in step 2. If not all segments are received within expected time, then the MSGin5G Client 2 acts as Message receiver to recover the segments as described in clause 8.5.6 MSGin5G message segment recovery procedure, before continuing with rest of the steps.
NOTE 1:	Steps 7, 8 and 9 can also be performed by the MSGin5G Client functionality in the Message Gateway in case the recipient UE is a non-MSGin5G UE.
8.	The MSGin5G Client 2 sends Message received confirmation to the MSGin5G Server. The information elements defined in Table 8.5.2-2 are included in the request. The Result information element will contain "success" if the reassembly of the segments is successful. Otherwise, the Result information element will contain "failure".
 9.	The MSGin5G Client 2 delivers the contents of the MSGin5G message to the targeted Application Client. If MSGin5G Client has not received all messages (even after recovery procedure) or reassembly of segments failed for any reason (e.g. corrupt data) then the MSGin5G Client will notify receiving of failed message to Application Client.
[bookmark: _Toc155274571]8.5.5	Group Message Segmentation and Reassembly
A Group Message is sent from the MSGin5G Server to a group of recipient UEs. The MSGin5G Server sends the message to each individual recipient taking into account the  Supported MSGin5G segment sizemaximum packet size that is supported by theof each recipient and segments the message as described in clause 8.5.4.
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